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Datadog Expands Its Watchdog Al Engine with Root Cause Analysis and Log Anomaly Detection

April 13, 2022
The new Al/ML capabilities enable IT teams to detect, investigate and resolve application performance issues more quickly and reduce alert fatigue

NEW YORK, April 13, 2022 /PRNewswire/ -- Datadag, Inc. (NASDAQ: DDOG), the monitoring and security platform for cloud applications, today
announced two new capabilities for Watchdog, its Al engine: Log Anomaly Detection and Root Cause Analysis.

In today's highly dynamic application environments, it is impossible for engineers to anticipate and develop rules to detect all possible anomalous
application behavior that could impact performance and availability. Embedded across Datadog's observability platform, Watchdog analyzes billions of
events and learns what "normal” behavior looks like in order to proactively provide insight to users for anomalies they didn't anticipate. The two new
capabilities of Watchdog take this one step further.

Log Anomaly Detection automatically understands and baselines normal patterns in logs, and proactively discovers abnormalities such as new text
patterns, meaningful changes in data volumes of existing patterns and error outliers. With this new capability, Datadog Log Management users are
able to quickly see and address hidden issues before they turn into critical incidents.

Root Cause Analysis works with Datadog's APM products to automatically identify causal relationships between symptoms of an issue across an
organization's services. By doing so, it pinpoints the precise service where an issue originated. Additionally, this capability identifies the business
impact of an issue when Datadog's Real Using Monitoring (RUM) is deployed in the environment. This unique new capability often solves in minutes
the problems of causality and real user impact, each of which often take hours or days to solve with manual troubleshooting.

"The constant challenge with Al is balancing alert volume. If the alert volume is too high, it may overload your monitoring systems and lead to alert
fatigue; if it's too low, you might miss something that could critically impact your business," said Brent Montague, Site Reliability Architect at Cvent.
"Watchdog helps our teams focus on the signals that matter by surfacing events that typically aren't caught by traditional monitors. Looking at
Watchdog every morning helps me gain a better understanding of everything happening across our entire technology stack. With the help of Root
Cause Analysis, we have all the vital information we need so that our teams are able to investigate and address business-critical issues quickly and
efficiently.”

"With the increasing complexity of cloud-based environments and the constantly growing volumes of telemetry data, businesses are finding it
challenging to separate key signals from all the noise when they are monitoring their technology stack," said Omri Sass, Group Product Manager of
Application Performance Monitoring at Datadog. "We built Watchdog as a ubiquitous layer of intelligence that serves in-context insights directly in the
user's workflow and points them to the areas that need their attention the most."

Both Root Cause Analysis and Log Anomaly Detection require no additional configuration and are available to Datadog APM and Log Management
users out of the box.

Learn more about Watchdog here: https://www datadoghq.com/product/platform/watchdog/
About Datadog

Datadog is the monitoring and security platform for cloud applications. Our SaaS platform integrates and automates infrastructure monitoring,
application performance monitoring and log management to provide unified, real-time observability of our customers' entire technology stack. Datadog
is used by organizations of all sizes and across a wide range of industries to enable digital transformation and cloud migration, drive collaboration
among development, operations, security and business teams, accelerate time to market for applications, reduce time to problem resolution, secure
applications and infrastructure, understand user behavior and track key business metrics.
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This press release may include certain "forward-looking statements" within the meaning of Section 27A of the Securities Act of 1933, as amended, or
the Securities Act, and Section 21E of the Securities Exchange Act of 1934, as amended, including statements on the benefits of new products and
features. These forward-looking statements reflect our current views about our plans, intentions, expectations, strategies and prospects, which are
based on the information currently available to us and on assumptions we have made. Actual results may differ materially from those described in the
forward-looking statements and are subject to a variety of assumptions, uncertainties, risks and factors that are beyond our control, including those
risks detailed under the caption "Risk Factors" and elsewhere in our Securities and Exchange Commission filings and reports, including the Annual
Report on Form 10-K filed with the Securities and Exchange Commission on February 25, 2022, as well as future filings and reports by us. Except as
required by law, we undertake no duty or obligation to update any forward-looking statements contained in this release as a result of new information,
future events, changes in expectations or otherwise.
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